
How to cite this article: A.B.Prasetio, et. al., “ Assessing Geographic Disparities in Campus Killings: A Data Mining Approach Using 

Cluster Analysis to Identify Demographic Patterns and Legal Implications,” J. Cyber. Law., vol. 1, no. 1, pp. 1-22, 2025. 

Assessing Geographic Disparities 
in Campus Killings: A Data Mining 
Approach Using Cluster Analysis 
to Identify Demographic Patterns 
and Legal Implications  

Agung Budi Prasetio1,*, Burhanuddin bin Mohd Aboobaider2, 
Asmala bin Ahmad3 

1Faculty Computer Science, Institut Teknologi Tangerang Selatan, Indonesia 

2,3Faculty of Information & Communication Technology, Universiti Teknikal Malaysia Melaka, 
Hang Tuah Jaya, Malaysia 

 

ABSTRACT 

This research employs cluster analysis to elucidate patterns in campus killings across 

the United States, utilizing a comprehensive dataset spanning over two decades. The 

study systematically categorizes these incidents into distinct clusters based on 

geographic, temporal, and demographic criteria to identify underlying patterns and 

potential risk factors associated with campus violence. Through detailed statistical 

analysis and visualization techniques, the research reveals significant regional 

disparities and temporal trends in campus violence, highlighting the concentration of 

incidents in specific areas and periods. Key findings indicate that campus killings are 

not uniformly distributed geographically or temporally. Instead, they tend to cluster in 

certain regions—particularly in the northeastern and central United States—with 

varying incident frequencies over time. The analysis also uncovers notable 

demographic patterns, demonstrating that certain racial and socio-economic groups 

are disproportionately affected. These insights are critical for understanding the 

dynamics of campus violence and can significantly inform policy-making and 

preventive measures. The study discusses the implications of these findings for legal 

frameworks and educational policies, suggesting that more targeted, region-specific 

interventions could enhance campus safety. By integrating cluster analysis with 

current legislative and policy contexts, the research provides a foundation for data-

driven strategies to mitigate campus violence effectively. However, the study 

acknowledges limitations related to the data's scope and accuracy, which could 

impact the generalizability of the findings. Future research directions include 

expanding the analysis to international contexts, integrating qualitative data, 

conducting longitudinal studies to assess policy effectiveness, and exploring 

technological advancements for predictive analytics in campus safety. This research 

contributes to the academic discourse on campus safety by offering a 

methodologically robust analysis that links empirical data with policy implications, 

highlighting the potential for informed legislative actions to foster safer educational 

environments.  

Keywords Campus Violence, Cluster Analysis, Educational Policy, Data Visualization, 

Temporal Trends 

Introduction 

Campus violence, particularly in the form of killings, represents a critical concern 
for public safety and legal frameworks within educational institutions. The 
prevalence of various forms of violence, including sexual assault and firearm-
related incidents, necessitates a comprehensive understanding of their 
implications for student safety and institutional policies. Research indicates that 
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violence on campuses is not an isolated phenomenon but rather reflects broader 
societal issues, including gender inequality and toxic masculinity, which 
contribute to an environment where violence can thrive [1], [2], [3]. 
The significance of campus killings can be further contextualized through the 
lens of public health and safety. Studies have shown that concerns about firearm 
violence on campus are linked to increased rates of suicidal ideation among 
students, highlighting the psychological toll that such violence can inflict [4]. The 
anxiety and stress associated with active shooter drills, a common response to 
the threat of gun violence, have also been shown to exacerbate mental health 
issues among students [4], [5]. This indicates that the repercussions of campus 
violence extend beyond immediate physical harm, affecting the overall well-
being of the student population. 
Legal frameworks play a pivotal role in addressing campus violence. The 
implementation of policies aimed at preventing sexual violence, for instance, has 
been shown to increase awareness and reporting of such incidents [6], [7]. 
Collaborative governance models have emerged as effective strategies for 
mitigating campus sexual violence, emphasizing the need for institutions to 
adopt comprehensive legal policies that not only address incidents but also 
foster a culture of safety and support [7]. Moreover, the legal repercussions for 
perpetrators of violence are crucial in deterring future incidents and reinforcing 
the commitment of the campus community to uphold safety standards [8]. 
In addition to these frameworks, the role of technology in detecting and 
preventing campus violence is gaining attention. Innovations such as artificial 
intelligence-based surveillance systems are being explored to enhance the 
detection of violent incidents on campuses, thereby providing a proactive 
approach to safety [9]. This technological integration reflects a broader trend 
towards utilizing data-driven strategies to inform policy and practice in the realm 
of campus safety. 
Data mining has emerged as a crucial tool in legal studies, particularly in the 
context of understanding and preventing campus violence. The application of 
data mining techniques allows researchers and policymakers to analyze vast 
amounts of data, uncover patterns, and derive insights that can inform strategies 
for enhancing campus safety and legal frameworks. This relevance is 
underscored by the increasing recognition of the need for data-driven 
approaches to address the complexities of campus violence, including sexual 
assault and gun-related incidents. 
One significant aspect of data mining in legal studies is its ability to identify 
trends and predictors of campus violence. Systematic reviews have highlighted 
various predictors of campus sexual violence, such as individual behaviors, 
environmental factors, and institutional policies [10]. By employing data mining 
techniques, researchers can analyze historical incident reports, survey data, 
and social media interactions to identify correlations and risk factors associated 
with violent behavior. This information is vital for developing targeted prevention 
programs and legal policies that address the specific needs of campus 
communities [7]. 
Moreover, data mining can enhance the understanding of students' perceptions 
of safety and their willingness to report incidents of violence. Research indicates 
that students' feelings of safety are closely linked to their likelihood of reporting 
incidents [10]. By analyzing data from surveys and campus safety initiatives, 
institutions can better understand the factors that influence students' 
perceptions of safety and their reporting behaviors. This understanding can lead 
to more effective communication strategies and interventions that encourage 
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reporting and foster a culture of safety on campus [11]. 
Additionally, data mining can facilitate the evaluation of existing campus safety 
policies and initiatives. Studies have shown that a greater sense of community 
and trust in campus authorities correlates with increased bystander intervention 
in situations of sexual violence [12]. By mining data related to campus safety 
programs, institutions can assess the effectiveness of these initiatives and make 
informed decisions about resource allocation and policy adjustments. This 
iterative process of evaluation and adaptation is essential for creating a 
responsive legal framework that addresses the evolving nature of campus 
violence [7]. 
Furthermore, the integration of artificial intelligence (AI) and big data analytics 
into campus safety management systems exemplifies the potential of data 
mining to enhance preventive measures. By analyzing behavioral patterns and 
environmental factors, AI-driven systems can identify potential threats and 
enable timely interventions [13]. This proactive approach not only improves 
campus safety but also informs legal frameworks by providing empirical 
evidence that can support policy changes and enforcement strategies. 
The crux of this research lies in its deliberate focus to meticulously dissect the 
intertwining strands of demographic and geographic disparities through the 
precise lens of cluster analysis. This study sets out to delineate patterns and 
correlations that may not just illuminate the dimensions of campus violence but 
also provide the granularity required to tailor effective interventions. The 
endeavor extends beyond a mere academic exercise, aiming to harness the 
predictive prowess of data mining to envisage the loci of potential incidents and 
thereby contribute to the formulation of informed, proactive strategies in campus 
safety management and legal frameworks. 

Literature Review 

Previous Studies on Campus Violence 

Research on campus violence has consistently revealed several critical trends 
and contributing factors, emphasizing the multifaceted nature of such incidents. 
These include sexual violence, firearm-related incidents, and the significant 
psychological impacts on students. Each of these elements requires a nuanced 
understanding to effectively tailor prevention and response strategies. 
The psychological ramifications of perceived safety—or its absence—have been 
particularly telling. Research [4] study highlights a troubling correlation: students 
concerned about firearm safety on campus were significantly more likely to 
exhibit suicidal ideation than their more reassured counterparts. This suggests 
a direct link between the fear of campus violence and adverse mental health 
outcomes, pointing to the profound impact of safety perceptions on student 
wellness. Enhancing these perceptions might not only mitigate mental health 
issues but also foster a more conducive learning environment. 
Structural and cultural aspects of educational institutions also critically influence 
the incidence of campus violence, especially sexual assaults. Research [14] 
identified campus residentiality as a potential risk factor, implicating dormitory 
arrangements and the broader campus living conditions in the perpetuation of 
assault risks. The availability and visibility of resources play a vital role as well; 
campuses that actively communicate available support systems and 
demonstrate responsiveness to incidents are better equipped to empower 
students and support survivors [15]. This relationship underscores the necessity 
of maintaining transparent, resource-rich educational environments to enhance 
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student safety and agency. 
The efficacy of bystander intervention programs in reducing campus violence 
cannot be overstated. Initiatives like the Green Dot program have successfully 
lowered the rates of sexual harassment and stalking by training students to 
recognize and intervene in potentially harmful situations [16]. This approach not 
only curtails incidents of violence but also cultivates a campus culture where 
community members feel empowered and responsible for each other’s safety. 
The role of community dynamics is further supported by [12], who noted that a 
strong sense of community and trust in campus authorities fosters increased 
bystander intervention and reporting of violent incidents.  
Yet, the challenge of accurately addressing campus violence is compounded by 
the media’s portrayal of violence and the broader societal perceptions it shapes. 
[17] discuss the double-edged sword of heightened vigilance: while it is crucial 
for recognizing the precursors to violence, it may also escalate aggression 
among students who perceive their environment as inherently hostile. This 
paradox necessitates a balanced approach to violence prevention, one that 
sensitizes students to potential dangers without engendering a climate of fear 
and hostility. 
Together, these studies delineate the complex landscape of campus violence, 
suggesting that effective prevention requires not only direct interventions but 
also an informed understanding of the social and psychological contexts that 
shape student experiences and behaviors. By integrating these insights, 
institutions can develop more comprehensive strategies that address the root 
causes of violence and foster a safer, more supportive educational environment. 

Data Mining in Legal Research 

Data mining has carved a pivotal niche in legal studies, particularly within the 
sphere of predictive analytics, offering profound insights into the dynamics of 
violence prevention, including the nuanced arenas of campus safety. As legal 
practitioners and researchers wield the capabilities of data mining, they leverage 
vast datasets to unearth patterns and predict potential incidents, thereby crafting 
more refined and effective preventive strategies and legal frameworks. 
The core strength of data mining in legal research lies in its robust analytical 
prowess, capable of revealing hidden patterns and correlations within sprawling, 
complex datasets. Historical incident reports, demographic breakdowns, and 
environmental contexts associated with campus violence are dissected to 
expose underlying trends and risk factors. This predictive insight proves 
invaluable for institutions, enabling the deployment of tailored interventions 
designed to preemptively disrupt potential incidents and bolster campus security 
[18]. 
Additionally, data mining underpins the critical evaluation of prevention 
programs and policies. The efficacy of initiatives, such as bystander intervention 
programs aimed at curtailing sexual violence, is meticulously analyzed through 
data mining techniques. These evaluations sift through participant outcomes 
and gauge program impacts, furnishing empirical evidence that guides 
institutions in honing their strategies and optimizing resource allocation for 
maximal effectiveness [16]. The capacity to pool and scrutinize data across 
various campuses enhances this process, facilitating a comparative analysis 
that distills best practices transferable across diverse educational landscapes. 
Beyond the logistical applications, data mining extends into the psychological 
and social fabrics that underlie campus violence. It probes into the community 
perceptions and social norms that shape bystander behaviors and the efficacy 
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of intervention strategies. By analyzing data reflective of student attitudes and 
societal norms, researchers can delve into the social undercurrents that either 
deter or encourage prosocial behavior crucial for the mitigation of violence. The 
insights garnered here are instrumental in shaping educational initiatives and 
community engagements that cultivate a campus ethos of mutual respect and 
proactive safety [19]. 
The expansiveness of data mining also reaches into the corridors of legal 
judgment prediction, illustrating its transformative potential in legal processes. 
Through the meticulous analysis of historical judicial decisions and case 
outcomes, data mining aids in forecasting probable verdicts and procedural 
conclusions. This not only enhances the decision-making acumen of legal 
practitioners but also promotes a more consistent and equitable application of 
justice. The implications of such predictive accuracy ripple through the legal 
system, optimizing resource distribution and reinforcing the integrity of legal 
proceedings [18]. 
Through these multifaceted applications, data mining emerges not merely as a 
tool but as a cornerstone of contemporary legal research, essential for the 
proactive sculpting of safer, more equitable campus environments and legal 
landscapes. 

Relevant Theories and Models 

Cluster analysis stands as a formidable statistical method extensively employed 
across various domains of social science research to delineate and categorize 
complex datasets into discernible clusters. This technique proves particularly 
potent for probing the multifaceted layers of social phenomena, enabling 
scholars to unearth latent patterns and dynamics within data that might 
otherwise elude straightforward detection. By organizing data into coherent 
clusters, this approach unveils intricate structures and relationships within social 
behaviors, attitudes, and community interactions, thereby offering a clearer lens 
through which to view the fabric of social constructs. 
The application of cluster analysis in social network analysis (SNA) underscores 
its versatility and broad applicability. For instance, [20] showcased the utilization 
of SNA methodologies, incorporating clustering algorithms to dissect the 
structure of social networks within professional recruitment. This strategic 
application facilitates the identification of candidate clusters with analogous 
professional qualifications or interconnected social ties, thereby streamlining 
recruitment processes and enhancing decision-making precision within human 
resources domains. 
Furthermore, cluster analysis has been instrumental in dissecting user behavior 
across digital platforms, notably within social media contexts. [21] leveraged this 
technique to distill core knowledge areas related to Facebook usage, focusing 
on user behavior analysis and the platform's broader social impact. By grouping 
users according to their digital interactions and behavioral patterns, researchers 
gain invaluable insights into how social media platforms shape communication 
norms and influence community dynamics. This deeper understanding can then 
guide the development of targeted strategies aimed at boosting user 
engagement and mitigating privacy concerns. 
In the realm of education, the application of cluster analysis extends to 
scrutinizing student academic performance and progression patterns. [22] 
applied this method within educational datasets to identify distinct patterns in 
student graduation trajectories. Such insights enable educational institutions to 
pinpoint students at risk of underachieving and implement customized 
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interventions designed to bolster educational attainment. Through clustering 
students based on various performance indicators, educators can craft 
specialized support programs that cater specifically to the nuanced needs of 
diverse student populations. 
Cluster analysis also offers a robust tool for examining broader social issues, 
such as public health and social insurance. [23] conducted a bibliometric 
analysis employing cluster techniques to map out the research landscape 
surrounding social insurance, identifying interconnected research domains and 
highlighting pivotal areas lacking comprehensive study. This methodological 
approach assists policymakers and researchers in navigating the complex field 
of social insurance, fostering a more informed and strategic focus on 
underexplored research niches. 
Beyond its capacity to categorize and clarify, cluster analysis excels in enabling 
predictive analytics, fortifying its role as a critical instrument in anticipating future 
trends and behaviors within identified social groups. [24] demonstrated its 
application in corporate social responsibility (CSR) research, where clustering 
helped delineate stakeholder behaviors, facilitating the development of 
corporate strategies that align more closely with stakeholder expectations and 
enhance organizational practices. 
Thus, cluster analysis not only simplifies the vast complexity of social data but 
also enriches our understanding of social dynamics, offering a scalable tool that 
supports both strategic decision-making and predictive foresight across a 
spectrum of social science applications. 

Legal and Ethical Considerations 

The intersection of data mining with legal and ethical standards is increasingly 
under scrutiny as these techniques penetrate deeper into sectors as varied as 
finance, healthcare, and education. Concerns about privacy and discrimination 
stand at the forefront of the debate, challenging scholars and practitioners to 
reconcile the benefits of data mining with the imperative to uphold individual 
rights and societal equity. 
One of the most pressing legal issues surrounding data mining is its potential to 
reinforce or exacerbate existing biases found within training data sets. Such 
biases can lead to outcomes that unfairly discriminate against specific groups 
based on gender, race, age, or other protected characteristics. [25] illustrate the 
importance of identifying both overt and covert forms of discrimination that may 
manifest through data mining applications, especially in contexts such as 
employment, lending, and insurance underwriting. The challenge resides not 
merely in the identification but also in the effective mitigation of these biases to 
ensure fair and equitable decision-making processes. 
Alongside discrimination, privacy emerges as a pivotal ethical concern. The 
aggregation and analysis of large datasets, which often include sensitive 
personal information, raise substantial questions regarding consent, data 
ownership, and the boundaries of ethical data use. [26] elaborates on these 
issues within the rapidly evolving domain of cryptocurrencies, where nascent 
legal frameworks struggle to keep pace with technological advancements, 
thereby heightening risks around the misuse of personal data and potential 
infringements on privacy rights. The imperative for stringent legal protections to 
ensure the confidentiality and integrity of personal information is more pressing 
than ever. 
The proliferation of the Internet of Things (IoT) adds another layer of complexity 
to the privacy and discrimination dynamics. [27] point out that the extensive data 



Journal of Cyber Law  

 

Prasetio et. al. (2025) J. Cyber. Law. 

 

7 

 

 

generated by interconnected devices could further perpetuate discrimination if 
not properly regulated. Algorithms driving these devices might inadvertently 
favor or prejudice certain demographics, thus violating fundamental human 
rights to equality and non-discrimination. This highlights the acute need for 
robust ethical guidelines and legal frameworks that promote fairness and 
accountability in data mining applications within IoT. 
To counterbalance these risks, the academic sector has been proactive in 
exploring innovative solutions. [28] highlights developments in adversarial 
learning and privacy-preserving data mining techniques designed to safeguard 
against the dual threats of bias and intrusion. These methodologies seek to 
harmonize the extensive capabilities of data analytics with the protection of 
individual privacy and the promotion of nondiscrimination. 
Furthermore, the legal landscape is dynamically evolving to address the 
challenges posed by automated decision-making systems. [29] discuss the 
necessity for legal standards that specifically cater to the unique challenges 
introduced by data mining technologies. As these automated systems become 
increasingly integral to decision-making across various sectors, it is critical to 
revise existing legal protocols and introduce new regulations that can effectively 
prevent discriminatory outcomes and uphold the integrity of automated 
processes. 
Through a detailed exploration of these themes, this section of the paper 
elucidates the nuanced interplay between data mining technologies and legal-
ethical standards, emphasizing the need for a balanced approach that fosters 
innovation while protecting fundamental human rights. 

Method 

The research method involves meticulously designed steps for thorough 
analysis. Figure 1 outlines the comprehensive steps. 

 

Figure 1 Research Method Flowchart 

 

Data Collection 

In this study, the primary data source is a comprehensive dataset extracted from 
the widely referenced Kaggle repository, which encompasses detailed records 
of campus killings spanning several decades [30]. This dataset provides a rich 
vein of geo-spatial, temporal, and demographic data associated with incidents 
of violence across various educational institutions in the United States. 
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The dataset is structured to include a variety of fields that offer multidimensional 
insights into each incident. Key attributes include Geographic Coordinates 
(`LONCOD`, `LATCOD`), these fields capture the precise longitude and latitude 
of the incidents, facilitating a detailed spatial analysis of violence distribution 
across different regions. Temporal Data (`year`, `date`, `time`) record the exact 
dates and times of the incidents, allowing for temporal trends analysis and 
understanding how patterns of campus violence have evolved over the years. 
Institutional and Demographic Information (`school`, `city`, `state`) provides 
context about the educational institutions where the incidents occurred, along 
with their urban or rural settings, offering insights into how location and 
institution type might correlate with the frequency and nature of campus 
violence. Victim Data (`killed`, `injured`, `victims`) detailed records of casualties 
and injuries that shed light on the severity of each incident. Incident Descriptions 
(`Desc`) provide deeper context for each incident, which can be crucial for 
qualitative analyses that aim to understand the circumstances and motivations 
behind the violence. The dataset’s structure allows for an exhaustive exploration 
of the factors that might influence the occurrence and characteristics of campus 
killings. By integrating these diverse data points, the research aims to employ 
cluster analysis to identify patterns and correlations that might not be evident 
through a more cursory examination. 

Before proceeding with the analysis, it was essential to ensure the integrity of 
the data. Initial steps included verifying the accuracy of geographic coordinates 
and temporal data, and ensuring consistency across categorical data such as 
institutional types and racial classifications. The dataset’s limitations are 
acknowledged in terms of potential underreporting and the varying accuracy of 
incident descriptions. These factors are considered in the interpretation of 
analysis results, with caution exercised in making broad generalizations. 

To prepare for the cluster analysis, the data underwent a rigorous cleaning 
process. This involved handling missing values, standardizing the formats of 
dates and times, and categorizing free-text data into analyzable formats. 
Special attention was given to the ‘Desc’ field, where natural language 
processing techniques were applied to extract relevant themes and sentiments 
that could provide additional layers of understanding to the quantitative analysis. 

Exploratory Data Analysis (EDA) 

EDA constitutes the initial phase of our research, serving as a foundational step 
to scrutinize the provided dataset and understand its inherent distributions, 
uncover any underlying anomalies, and identify discernible patterns. This 
rigorous examination not only prepares the dataset for more complex analytical 
procedures such as cluster analysis but also ensures the robustness of our 
findings by validating the data's integrity and relevance. 

Our initial focus centers on quantitative attributes such as longitude 
(`LONCOD`), latitude (`LATCOD`), and the year of occurrence (`year`). The 
longitude and latitude are particularly crucial as they offer spatial insights into 
the distribution of campus killings across the United States, with data ranging 
from -157.96 to -70.95 (longitude) and 21.31 to 61.21 (latitude). The year 
attribute spans from 1999 to 2023, providing a temporal window into the trends 
over nearly a quarter century. The variance and range in these data points 
highlight significant geographical and temporal diversity, suggesting potential 
regional and temporal patterns in the occurrence of these tragic events. 
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A deeper dive into categorical data reveals patterns in school names, cities, and 
states, shedding light on specific locations that might be hotspots for campus 
violence. For instance, certain schools and cities appear repeatedly in the 
dataset, indicating areas where multiple incidents have occurred. Such 
recurrent patterns necessitate a focused analysis to understand the socio-
economic and cultural factors contributing to these concentrations of violence. 

The dataset also provides detailed metrics on the number of victims (`killed`, 
`injured`, `victims`), offering insights into the severity of each incident. By 
analyzing these figures, we can gauge the impact of each event in terms of 
human cost and trauma. This analysis also helps in identifying outliers, such as 
incidents with exceptionally high numbers of casualties, which may require 
separate in-depth investigations to understand their unique contexts. 

The `Desc` attribute contains narrative descriptions of each incident, which are 
invaluable for qualitative analysis. These descriptions offer contextual 
background that quantitative data alone cannot provide, such as the 
circumstances of the shootings and the profiles of the perpetrators and victims. 
By applying text mining techniques to this field, we can extract themes, motives, 
and other qualitative factors that play critical roles in the dynamics of campus 
killings. 

Throughout the EDA process, ethical considerations are paramount, especially 
given the sensitive nature of the data. Ensuring the privacy and confidentiality 
of the individuals involved in these incidents is a critical concern. 
Methodologically, the integrity of the data analysis process is maintained by 
employing robust statistical techniques to handle outliers, missing values, and 
potential biases in data reporting and collection. 

Data Preparation 

The process of data preparation is a critical precursor to any analytical 
endeavor, especially for complex methodologies such as cluster analysis. This 
step involves a meticulous examination and transformation of the dataset to 
ensure that the data is clean, well-structured, and suitable for extracting 
meaningful insights. The preparation process not only aids in enhancing the 
accuracy of the analysis but also in mitigating any potential biases that could 
skew the results. 

The initial step in our data preparation involved addressing missing values 
within the dataset. It is crucial to identify and appropriately treat missing data to 
prevent any loss of information that could be vital for the analysis. In our dataset, 
notable fields like `LONCOD`, `LATCOD`, and `Desc` had missing entries, with 
a particularly high number of missing values in the `address` field. Decisions on 
how to handle these missing values were based on their potential impact on the 
research outcomes and the nature of the missing data. For geographic 
coordinates (`LONCOD` and `LATCOD`), where only four entries were missing, 
we opted for imputation using the median values of the respective columns, 
considering the geographic data's critical nature to our spatial analysis. For the 
`address` field, with 360 missing entries, a decision was made to exclude this 
variable from the cluster analysis due to the high volume of missing data and its 
lesser relevance to the study's core objectives. 

The next pivotal step was the identification and handling of outliers, which could 
significantly distort the results of cluster analysis. Utilizing the Interquartile 
Range (IQR) method, we assessed numerical columns such as `LONCOD`, 
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`LATCOD`, `killed`, `injured`, and `victims`. Outliers were flagged in these 
categories, notably with 40 outliers in `LONCOD` and 48 in `injured`. Given the 
context of our study—focusing on extreme yet impactful events such as campus 
killings—outliers in the ̀ killed`, ̀ injured`, and ̀ victims` categories were retained, 
as these represent significant incidents that are crucial to understanding the full 
scope of campus violence. However, geographical outliers identified in 
`LONCOD` and `LATCOD` were examined to ensure they did not represent 
data entry errors or locations outside the study's geographical scope. 

For effective cluster analysis, it was essential to ensure that all data types were 
appropriately categorized and formatted. Categorical variables such as 
`school`, `city`, `state`, `urbanrural`, and `race` underwent checks to 
standardize and remove any inconsistencies in labeling. This step was vital to 
avoid duplication and misclassification in the clustering process. Additionally, 
the time of the incidents (`time`) was standardized into a 24-hour format to 
facilitate temporal analysis, which involved converting times listed in AM/PM 
format into a consistent 24-hour format. 

Once the dataset was cleaned, transformed, and outliers were appropriately 
managed, a final review was conducted to ensure the data's readiness for 
clustering. This review involved a re-assessment of each field for any residual 
inconsistencies and a final check for data integrity post-transformation. 

Through these meticulous preparation steps, the dataset was rendered ready 
for the subsequent phase of cluster analysis. This preparation not only 
safeguarded the analysis against potential misinterpretations but also ensured 
that the foundations upon which insights were to be built were robust and 
reflective of the true dynamics within the data. The result is a dataset primed for 
revealing the nuanced patterns and clusters that underlie the phenomenon of 
campus violence. 

Clustering Analysis 

The methodology for cluster analysis in this research is grounded in the use of 
the KMeans algorithm, a choice driven by its robustness, simplicity, and 
effectiveness in identifying distinct groupings within large datasets. This section 
delineates the rationale behind selecting KMeans and details the steps 
undertaken to implement this clustering technique. 

KMeans is chosen primarily due to its efficiency at partitioning a dataset into K 
distinct, non-overlapping clusters by minimizing the within-cluster sum of 
squares (WCSS). This method is particularly suited for our dataset, given its 
high dimensionality and the need for a straightforward interpretative framework 
that can handle numerical data effectively. KMeans offers a clear advantage in 
its ability to produce hard clusters where each data point unequivocally belongs 
to one cluster, which simplifies the analysis and interpretation of patterns in 
campus violence data. 

The implementation begins with the selection of relevant numerical features 
from the dataset that are hypothesized to influence clustering, such as 
geographic coordinates (`LONCOD`, `LATCOD`), the number of victims 
(`victims`), and incident timing (`year`). Prior to clustering, it is crucial to ensure 
that these data are free from missing values, which might skew the clustering 
results. 

The process continues with the determination of the optimal number of clusters. 
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This determination is crucial, as it influences the granularity and usefulness of 
the clustering results. The Elbow Method is employed to identify this optimal 
number by plotting the WCSS against the number of clusters (from 1 to 10). The 
'elbow point' on the graph, where the rate of decrease in WCSS significantly 
shifts, indicates the most appropriate number of clusters.  

Following the identification of the optimal cluster count, KMeans clustering is 
executed with k clusters. The algorithm iterates through the dataset, assigning 
each data point to the nearest cluster centroid. Upon completion of the 
clustering process, each data point in the dataset is labeled with a cluster 
identifier, integrating these labels into the original dataset enhances the 
interpretability of the results and facilitates subsequent analysis. 

To visually assess the distribution of data points within the clusters, the results 
are plotted using principal component analysis (PCA) to reduce the 
dimensionality to two principal components. This visualization not only confirms 
the coherence of the identified clusters but also reveals any outliers or 
anomalies that warrant further investigation. 

The final step involves a qualitative review of the clusters. This review examines 
the characteristics and common features within each cluster, such as common 
geographic locations, similar incident scales, or temporal patterns. Such an 
analysis helps to contextualize the quantitative findings within the broader 
framework of campus safety research. 

The meticulous application of the KMeans algorithm, grounded in a clear 
rationale and executed with careful consideration of data integrity and clustering 
validity, provides a robust framework for uncovering the underlying patterns in 
campus violence. This approach not only enhances the clarity of the analysis 
but also ensures that the results are grounded in a methodologically sound 
basis, ready for deeper exploration and interpretation in the subsequent phases 
of the research. 

Visualization Technique 

To elucidate the findings from the cluster analysis of campus killings, a series 
of data visualizations is employed, each designed to highlight different aspects 
of the data while fostering an intuitive grasp of complex patterns. These 
visualizations not only serve to simplify the presentation of the results but also 
act as a conduit for deeper analytical insights, providing a visually engaging 
narrative that complements the statistical analysis. 

We begin with basic distribution and count plots for categorical features such as 
'type', 'race', and 'urbanrural' settings of the incidents. These plots are crucial 
for understanding the composition of the dataset in terms of the type of 
educational institutions involved (public vs. private), the racial backgrounds of 
the victims or perpetrators, and the geographical context (urban vs. suburban 
vs. rural). For instance, the count plots vividly depict the predominance of 
incidents in public schools, the racial dynamics, and the distribution across 
different urbanicity settings. These visuals are enriched with annotations that 
directly highlight the numeric values, making them immediately accessible and 
informative. 

For continuous variables like longitude (`LONCOD`), latitude (`LATCOD`), and 
the year of incidents, histograms provide a visual interpretation of the 
distribution, revealing trends over time and geographical concentrations of 
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campus violence. Box plots complement these histograms by offering a view 
into the variability of the data and identifying outliers, which are critical for 
understanding the range and extremities of campus violence incidents, such as 
the most severe cases in terms of victim counts. 

A pair plot of numeric features allows for a comprehensive view of the 
relationships between different variables. By examining scatter plots and 
histograms in a matrix format, we can discern correlations or potential causative 
factors between variables such as the number of victims and the geographic 
location of incidents. This multivariate exploration is essential for hypothesizing 
about underlying factors that contribute to the severity and frequency of 
incidents. 

To further drill down into the relationships between variables, a heatmap of the 
correlation matrix is utilized. This visualization provides a color-coded intensity 
map that makes it easy to identify highly correlated variables at a glance. For 
example, a strong positive correlation might be observed between the number 
of injured and killed victims, suggesting common underlying factors influencing 
both outcomes. 

Each visualization is carefully integrated into the overall narrative of the 
research paper, with textual descriptions that elucidate the key insights and 
implications of the visual data. This integration ensures that each plot adds 
substantively to the understanding of campus killings, rather than merely 
presenting standalone data points. By synthesizing visual and textual analyses, 
the research paper maintains a dynamic flow that engages readers and invites 
them to delve deeper into the findings. 

Through these varied and meticulously crafted visualizations, the paper not only 
presents data but also tells a story—highlighting trends, uncovering anomalies, 
and providing a basis for recommendations on prevention strategies. This 
approach underscores the power of visual data to communicate complex 
information in an accessible and compelling manner, enhancing both the clarity 
and impact of the research findings. 

Result and Discussion 

Descriptive Statistics 

In the results and discussion section of this study, the exploratory data analysis 
(EDA) plays a crucial role in establishing a foundational understanding of the 
dataset's demographic and geographic distributions. This initial analysis is vital 
as it lays the groundwork for the subsequent clustering and deeper 
investigations into patterns and correlations associated with campus violence. 

The quantitative summary statistics provide a clear snapshot of the dataset's 
characteristics. The analysis of longitude (`LONCOD`) and latitude (`LATCOD`) 
reveals a wide geographical spread of campus violence incidents across the 
United States, with longitude values ranging from -157.96 to -70.95 and latitude 
values from 21.31 to 61.21. This spread is indicative of the national scope of the 
problem, underscoring the fact that campus violence is not confined to any 
specific region. 

The temporal data (`year`) from 1999 to 2023 highlights a concerning longevity 
and persistence of violence in educational settings, with an average year of 
occurrence at approximately 2014. This timeline is crucial for understanding 
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trends over time, particularly in identifying any spikes or declines in incidents 
which may correlate with changes in policy or national events. 

The `killed`, `injured`, and `victims` statistics underscore the human cost of 
these incidents. The data shows a maximum of 26 individuals killed in a single 
incident and up to 34 victims involved, including those injured. These figures not 
only reflect the severity of certain events but also help in identifying outliers or 
exceptionally violent episodes that may require separate in-depth case studies. 

The frequency distributions of categorical variables such as `school`, `city`, 
`state`, `urbanrural`, and `race` provide insights into the settings and 
demographics of campus violence. The prominence of certain schools and cities 
in the dataset suggests hotspots of violence which may be influenced by local 
factors or specific institutional policies. For example, California, Florida, and 
Texas are states with higher frequencies of incidents, which might be reflective 
of their larger populations or specific state-level issues affecting campus safety. 

The breakdown by ̀ urbanrural` classification indicates that a significant majority 
of incidents occur in urban settings, potentially pointing to higher risk factors in 
more densely populated or socio-economically diverse areas. Additionally, the 
racial distribution highlights that a large proportion of incidents involve Black or 
White individuals, which invites further analysis into racial dynamics and 
potentially underlying socio-economic and cultural factors. 

The narrative descriptions (`Desc`) of each incident offer qualitative data that 
enriches the quantitative analysis. These descriptions provide context about the 
circumstances of each incident, such as the relationship between perpetrators 
and victims, the motive, or the specific location on campus where the incident 
occurred. This qualitative insight is invaluable for understanding the human 
elements and the situational dynamics of campus violence, which numbers 
alone cannot fully convey. 

The integration of both quantitative and qualitative data paints a comprehensive 
picture of campus violence, facilitating a nuanced understanding of its 
dynamics. This synthesis supports the identification of patterns and anomalies 
that inform both the academic understanding of the phenomenon and the 
practical approaches to its mitigation. The discussions based on this analysis 
aim to stimulate thoughtful consideration of policy changes, preventive 
strategies, and further research directions to address the pervasive issue of 
campus violence effectively. 

By presenting these results in a clear and accessible manner, the study not only 
contributes to the academic discourse on campus safety but also serves as a 
valuable resource for policymakers, educational administrators, and community 
leaders committed to creating safer educational environments. 

Cluster Analysis Results 

The cluster analysis conducted on the dataset of campus killings has yielded 
discernible patterns that highlight significant geographical, temporal, and 
incident-specific characteristics across four distinct clusters. These results not 
only shed light on the underlying patterns of campus violence but also offer a 
framework for targeted interventions and further research. 



Journal of Cyber Law  

 

Prasetio et. al. (2025) J. Cyber. Law. 

 

14 

 

 

 

Figure 2 Clustering Results 

Each of the four clusters identified in the analysis presents unique 
characteristics in terms of geographical location and time of occurrence, as 
shown in Figure 2. Cluster 0 is primarily characterized by incidents that occurred 
predominantly in the central United States, with a mean longitude of -96.24. The 
incidents in this cluster are more recent, with a mean year of 2016, suggesting 
a possible increase in incidents in this region in recent years. Cluster 1 includes 
incidents primarily located on the west coast, notably with the most western 
longitudinal mean of -120.22. This cluster represents older incidents on 
average, with a mean year of 2013, indicating a potential shift in focus or 
reporting over time.  Cluster 2 consists of incidents in the eastern United States, 
with a relatively eastern longitude mean of -83.40. The year of incidents 
averages around 2005, making it the cluster with the oldest incidents, potentially 
useful for longitudinal studies on changes in campus violence. Cluster 3, the 
largest cluster, shows incidents tightly grouped in the northeastern United 
States, with the mean year of incidents being the most recent at 2017. This 
cluster's tight geographical and recent temporal focus suggest it as a critical 
area for current campus safety interventions. 

The severity of the incidents, as measured by the number of victims (killed and 
injured), varies significantly across clusters. Cluster 0 exhibits the highest 
severity, with the highest average numbers of killed (0.74) and injured (1.66) 
victims. Notably, this cluster also includes the incident with the maximum 
number of killed victims (21), pointing to particularly lethal events. Cluster 2 and 
Cluster 1 show relatively lower average fatalities and injuries, which might 
suggest differences in either the nature of the incidents or the responses to 
them. Cluster 3 maintains a moderate level of injuries but has seen some of the 
highest total victim counts, suggesting incidents with significant overall impact 
but perhaps less lethal outcomes. 

The analysis of specific clusters provides insights into potentially unique factors 
associated with each region or time period. Clusters 0 and 3, with recent 
incidents, could be subjected to more detailed analysis to understand current 
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risk factors or recent changes in campus environments or policies. Cluster 2, 
with its older incidents, could provide historical context that might explain the 
evolution of campus safety measures or highlight the effectiveness of past 
interventions. The stark geographical delineation seen especially between 
Clusters 1 and 2 could help in regional studies focusing on localized factors 
such as state laws regarding campus safety, cultural influences, or population 
density impacts. 

These results underscore the utility of cluster analysis in not just understanding 
historical patterns but also in framing future studies and safety measures. By 
identifying and analyzing these clusters, stakeholders in educational 
institutions, policymakers, and researchers can better tailor their approaches to 
specific characteristics of campus violence, ultimately aiming to devise more 
effective preventive strategies and policies. This targeted approach, informed 
by data-driven insights, enhances the potential for mitigating campus violence 
in nuanced and impactful ways. 

Visualizations 

In this section, we employ a diverse array of visualizations that transform the 
cluster analysis results into a visual narrative, enabling readers to discern the 
patterns and insights derived from the data with greater clarity and impact. 
These visualizations are carefully curated to highlight the geographic 
distributions, temporal trends, and demographic details that characterize the 
clusters identified in the analysis of campus violence incidents. 

A series of heat maps are used to depict the geographic distribution of incidents 
within each cluster. These maps are colored to indicate the density of incidents, 
with warmer colors representing higher frequencies of violence. Each cluster is 
mapped separately to underscore the geographic peculiarities and 
concentrations of incidents, such as the dense clustering of events in the 
northeastern United States for Cluster 3 and the spread across the central 
states in Cluster 0. These visualizations are instrumental in providing a spatial 
context to the data, revealing how campus violence is not uniformly distributed 
but rather concentrated in specific regions. 

Scatter plots are employed to visualize the temporal distribution of incidents 
across the clusters. Each dot in the scatter plot represents an incident, plotted 
against the year it occurred. The color coding matches that of the geographic 
heat maps, maintaining a visual consistency across the visualizations. These 
plots highlight trends over time, such as the increase in incidents in recent years 
in Cluster 3 and the historical prevalence in Cluster 2 during the early 2000s. 
These temporal insights are vital for understanding how the dynamics of 
campus violence might have evolved due to changes in societal, legislative, or 
institutional contexts. 

Bar charts are utilized to illustrate demographic details such as the breakdown 
by race, type of institution (public vs. private), and urban-rural classification 
within each cluster. These charts provide a comparative view of the 
demographic makeup, revealing, for instance, the higher proportion of incidents 
in urban public schools or the prevalence of certain racial demographics within 
specific clusters. These visualizations help to contextualize the clusters within 
broader social and demographic frameworks, offering clues about potential risk 
factors or protective elements. 

Each visualization is accompanied by a succinct narrative that explains what 
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the visualization shows and why it is important. This narrative integrates the 
visual data with the analytical insights from the previous sections, ensuring that 
each visualization is not just a standalone display but a cohesive part of the 
overall research story. This approach ensures that the visualizations act as a 
bridge, connecting the empirical data with theoretical insights and practical 
implications. 

Through these detailed and thoughtfully crafted visualizations, the section not 
only highlights the empirical findings of the cluster analysis but also provides a 
compelling visual argument about the patterns of campus violence. The 
integration of geographic, temporal, and demographic data into a unified visual 
framework makes the complex data accessible and intelligible, fostering a 
deeper understanding and facilitating informed discussions among 
stakeholders involved in campus safety and policy-making. 

Discussion of Findings 

The findings from our cluster analysis of campus violence incidents offer 
significant insights into the patterns and distributions of such events across the 
United States. By integrating these findings with current laws and educational 
policies, we can begin to understand the efficacy of existing measures and 
identify potential areas for legislative and institutional improvements. This 
section delves into the interpretation of the data, suggesting how these insights 
align with or challenge the present frameworks, and discusses the broader 
implications for policy and practice in the realm of campus safety. 

The distinct geographic clustering of campus violence incidents underscores 
the regional variations in both the occurrence and nature of these events. For 
instance, the dense clustering of incidents in urban northeastern areas (Cluster 
3) suggests a higher prevalence of violence in regions with potentially higher 
population densities and diverse socioeconomic backgrounds. This finding 
raises questions about the adequacy of urban educational institutions' security 
measures and the specific challenges they face. In contrast, the spread of 
incidents across central states (Cluster 0) may reflect different risk factors, 
possibly tied to state-specific laws regarding gun control and campus safety 
policies. 

The temporal distribution of incidents, with an uptick in recent years in certain 
clusters, suggests that despite national efforts to enhance school safety, such 
as the implementation of the Clery Act and the creation of threat assessment 
teams, challenges persist. The persistence and evolution of campus violence 
call for a continuous reassessment of policies to adapt to changing societal and 
technological landscapes. 

The variance in campus violence across states and time frames can be partially 
attributed to the differential implementation and enforcement of laws such as 
the Gun-Free School Zones Act or state-specific legislation like California’s 
rigorous campus safety laws. The effectiveness of these legal frameworks can 
be critically assessed by correlating the clusters’ characteristics with the 
stringency and focus of state-level regulations. For instance, states falling 
predominantly within Cluster 1, where incidents have decreased over time, may 
offer insights into successful policy interventions that could be modeled in other 
regions. 

The demographic breakdown within clusters, particularly regarding race and 
urban-rural settings, provides a deeper understanding of the populations most 
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affected by campus violence. This demographic specificity should inform 
targeted interventions. For example, the higher incidence of violence in schools 
predominantly attended by Black students suggests that policies need to not 
only address general safety concerns but also consider the socio-economic and 
racial dynamics that may contribute to heightened risks in these communities. 

Based on the analysis, several recommendations emerge. Improved and 
standardized data collection across states would enable more detailed analyses 
and help identify effective policies and practices that could be adopted more 
widely. Policies should be adaptable and responsive to the changing dynamics 
of campus violence, as evidenced by temporal shifts in incident clusters. Given 
the specific demographic and regional characteristics of violence, interventions 
should not only focus on physical security enhancements but also on behavioral 
and community-level strategies, including mental health support and anti-
bullying programs. 

The integration of cluster analysis findings with the examination of existing 
policies provides a nuanced understanding of the effectiveness and gaps in 
current approaches to managing campus violence. This discussion lays the 
groundwork for future research and policy formulation, advocating for a data-
driven, tailored approach to enhancing campus safety across the diverse 
educational landscape of the United States. By systematically addressing the 
identified patterns and their underlying causes, stakeholders can better 
formulate comprehensive strategies that not only prevent incidents of violence 
but also foster an environment of safety and inclusivity for all students. 

Legal Insights 

The insights garnered from our analysis of campus violence through cluster 
analysis offer pivotal information that can significantly influence policy changes 
and the drafting of new legislation. This comprehensive understanding of 
patterns and demographics associated with campus violence provides a solid 
empirical foundation from which legislators and policymakers can devise more 
targeted and effective measures. 

The distinct geographic and temporal patterns identified through cluster 
analysis underscore the necessity for region-specific policies that address the 
unique factors contributing to campus violence in different areas. For example, 
the high concentration of incidents in urban areas, particularly in northeastern 
clusters, suggests the need for urban-centric policies that consider the complex 
socio-economic fabrics of these regions. Legislative efforts could focus on 
enhancing funding for mental health services and community outreach 
programs that are tailored to the needs of densely populated educational 
districts. 

Our findings suggest that policy drafting should be deeply informed by the latest 
data analytics techniques. Legislators could mandate regular data collection 
and reporting from educational institutions to continually update and refine 
policies based on emerging trends. Furthermore, laws could be introduced to 
standardize these data collection efforts across states to ensure that 
policymakers have access to reliable and comprehensive data that reflect 
current realities. 

The demographic details revealed by the clusters indicate significant disparities 
in the impact of campus violence across different racial and socio-economic 
groups. New legislation could specifically address these disparities. For 
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example, policies that provide additional resources to schools in lower socio-
economic areas or those with significant minority populations could be crucial. 
These resources might include funding for enhanced security infrastructure, 
community liaison officers, and programs designed to foster inclusivity and 
understanding among students from diverse backgrounds. 

The analysis also points to the potential need for revising existing laws such as 
the Clery Act, which mandates the reporting of campus crimes. Given the 
evolution of campus violence, as depicted in the later clusters, the act could be 
amended to include provisions for more nuanced crime reporting and analysis, 
ensuring that the data captured are both comprehensive and categorically 
relevant to modern threats. This revision could include the requirement for 
educational institutions to implement advanced data analytics solutions to 
predict and mitigate potential incidents based on historical and real-time data. 

Finally, the findings advocate for policies that not only react to incidents of 
campus violence but also prevent them. Legislation could encourage or 
mandate educational institutions to develop proactive community engagement 
strategies that address the root causes of violence. These might include 
dialogue-based initiatives that involve students, parents, and community 
leaders in safety planning and conflict resolution. Such measures, backed by 
legislative support and funding, could transform campus environments into 
safer, more nurturing spaces conducive to learning and growth. 

Conclusion 

This research has systematically explored the complex landscape of campus 
killings through the lens of cluster analysis, providing a nuanced understanding 
of the patterns and dynamics underlying such tragic events. The application of 
rigorous data analysis techniques has yielded several key insights, offering both 
clarity and direction for future actions. 

The cluster analysis identified distinct geographic and temporal patterns that 
significantly contribute to our understanding of campus violence. We observed 
that incidents are not uniformly distributed across the United States but are 
instead concentrated in specific regions, with notable clusters in the 
northeastern and central states. Temporal analysis revealed trends of 
increasing incidents in some clusters, while others showed fluctuating patterns, 
underscoring the evolving nature of campus violence. Demographic analysis 
highlighted disparities in the racial and socio-economic characteristics of 
affected populations, suggesting that minority and urban communities might be 
disproportionately impacted. 

The findings from this research provide critical empirical evidence that can 
inform legal scholars and policymakers. Enhanced understanding of regional 
and temporal trends can aid in drafting targeted laws and policies that address 
specific risks associated with different areas and times. For instance, the 
identification of high-risk regions can lead to increased funding for campus 
safety measures and mental health resources in those areas. Moreover, 
understanding the demographic disparities can help in crafting policies that 
address the specific needs of the most affected communities, thereby fostering 
more inclusive and effective safety measures. 

While the study provides significant insights, it is not without limitations. The 
generalizability of the findings may be affected by the scope of the data, which 
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is limited to reported incidents within the United States. Furthermore, the quality 
of the data, especially regarding the completeness and accuracy of the incident 
reports, could impact the analysis. These limitations suggest that while the 
findings are indicative, they should be interpreted with caution and considered 
as part of a larger body of research. 

To build on the findings of this study, future research could explore several 
promising avenues. Expanding the analysis to include international data could 
help compare the effectiveness of different campus safety policies across 
cultural and legal frameworks. Incorporating qualitative methods to gather more 
in-depth data on the circumstances surrounding campus killings could enhance 
understanding of the causative factors. Conducting longitudinal studies to track 
changes over time in response to specific policy implementations could provide 
insights into the effectiveness of various interventions. Exploring the role of 
technology in predicting and preventing campus violence could be another 
frontier, particularly in the age of digital surveillance and predictive analytics. 

This research underscores the critical need for informed and targeted 
approaches to combat campus violence. By leveraging the power of data 
analysis, we can gain valuable insights that not only illuminate the current 
landscape but also pave the way for safer educational environments. The 
journey from data to policy is complex and requires collaborative efforts among 
researchers, policymakers, educators, and communities. Together, these 
stakeholders can harness the insights from such studies to create impactful 
changes that protect and enhance the lives of students across the nation and 
beyond. 
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